
 

29th May, 2024 

Beware of Investment Fraud 
 

 

Chiyu Bank would like to remind customers to stay vigilant against Investment Fraud to protect 

their own interests 

 

Police’s Advice 

• Do not connect to any websites or download any attachments by clicking on hyperlinks 

embedded in suspicious SMS messages, emails or web pages at will; 

• You are advised to make investment through registered investment institutions; 

• You may check out the public register of licensed persons and registered institutions on the 

website of the Securities and Futures Commission (SFC) 

(https://www.sfc.hk/en/Regulatory-functions/Intermediaries/Licensing/Register-of-licensed-

persons-and-registered-institutions); 

https://www.sfc.hk/en/Regulatory-functions/Intermediaries/Licensing/Register-of-licensed-persons-and-registered-institutions)
https://www.sfc.hk/en/Regulatory-functions/Intermediaries/Licensing/Register-of-licensed-persons-and-registered-institutions)


• You may enter suspicious phone numbers, web addresses or transferee’s account numbers 

on “Scameter” (https://cyberdefender.hk/en-us/scameter/) or “Scameter+”, the mobile app 

of “Scameter”, for security check; 

• Remind your relatives and friends to stay vigilant against deception; 

• If in doubt, please call the “Anti-Scam Helpline 18222” for enquiries. 

 

Please refer to the following website for the Police anti-deception information: 

https://www.adcc.gov.hk/en-hk/alerts.html  
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